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Communication
Email is the best way to maintain contact, and students may expect a response the same day if the message is received prior to 6pm, or by the next morning if the message is received after 6pm. Students may also schedule an appointment – availability will depend on schedule, but Fridays provide greatest flexibility during working hours.

Blackboard Site
A Blackboard course site has been set. Each student is expected to check the site throughout the semester. Students can access the course site at https://blackboard.gwu.edu. Support for Blackboard is available at 202-994-4948, or helpdesk.gwu.edu.
Academic Integrity
All members of the university community are expected to exhibit honesty and competence in their academic work. Students have a special responsibility to acquaint themselves with, and make use of, all proper procedures for doing research, writing papers, and taking exams. Members of the community will be presumed to be familiar with the proper academic procedures and will be held responsible for applying them. Deliberate failure to act in accordance with such procedures will be considered academic dishonesty. Academic dishonesty is defined as “cheating of any kind, including misrepresenting one’s own work, taking credit for the work of others without crediting them and without appropriate authorization, and the fabrication of information.” Acts of academic dishonesty are a legal, moral, and intellectual offense against the community and will be prosecuted through the proper university channels. The University Code of Academic Integrity can be found at http://studentconduct.gwu.edu/code-academic-integrity.

University Policy on Observance of Religious Holidays
- Students should notify faculty during the first week of the semester of their intention to be absent from class on their day(s) of religious observance.
- Faculty should extend to these students the courtesy of absence without penalty on such occasions, including permission to make up examinations.
- Faculty who intend to observe a religious holiday should arrange at the beginning of the semester to reschedule missed classes or to make other provisions for their course-related activities.

Support for Students with Disabilities
GW’s Disability Support Services (DSS) provides and coordinates accommodations and other services for students with a wide variety of disabilities, as well as those temporarily disabled by injury or illness. Accommodations are available through DSS to facilitate academic access for students with disabilities. Please notify your instructor if you require accommodations. Additional information is available at http://disabilitysupport.gwu.edu/.

Title IX: Confidentiality and Responsible Employee Statement
The George Washington University (GWU) and its faculty are committed to helping create a safe and open learning environment for all students. If you (or someone you know) have experienced any form of sexual misconduct, including sexual assault, dating or domestic violence, or stalking, know that help and support are available. GWU strongly encourages all members of the community to take action, seek support and report incidents of sexual misconduct to the Title IX Office. Please be aware that under Title IX of the Education Amendments of 1972, faculty members are required to disclose information about such misconduct to the Title IX Office.

If you wish to speak to a confidential employee who does not have this reporting responsibility, you can contact Mental Health Services through Colonial Health (counselors are available 24/7 at 202-994-5300 or you can make an appointment to see a counselor in person.). For more information about reporting options and resources at GWU and the community, please visit https://haven.gwu.edu/.
In the Event of an Emergency or Crisis during Class
If we experience an emergency during class time, we will try to stay at this location until we hear that we can move about safely. If we have to evacuate, we will meet at the Lower Senate Park (across the street and up one block from the Hall of States) at the intersection of D Street, NE, and Delaware Avenue, NE, in order to account for everyone and to make certain that everyone is safe. Please refer to Campus Advisories for the latest information on the University’s operating status: http://www.campusadvisories.gwu.edu/.

Attendance Policy
Attendance is mandatory and will be taken every day at the start of class, 6pm Mondays and Wednesdays from May 16 – June 22, 2022. Tardiness and unexcused absences will impact a student’s participation grade, which accounts for 25 percent of the course evaluation. Absences will be excused only in verified circumstances of family emergencies, work issues, or medical emergencies if notice is provided in advance.

Out-of-Class/Independent Learning Expectation
Over the course of the semester, students will spend at least 4 hours (240 minutes) per week in class. Required reading for the class meetings, written assignments, and presentation preparation are expected to take up, on average, 8 hours (480 minutes) per week. Over the course of the semester, students will spend 20 hours in instructional time and 40 hours preparing for class.

Course Evaluation
At the end of the semester, students will be given the opportunity to evaluate the course through GW’s online course evaluation system. It is very important that you take the time to complete an evaluation. Students are also encouraged to provide feedback throughout the course of the semester by contacting any/all of the following:

Dr. Casey Burgat
Director, Legislative Affairs Program
cburgat@gwu.edu | 202-994-6000

Suzanne Farrand
Assistant Dean of Students, GSPM
sfarrand@gwu.edu | 202-994-9309
THE COURSE

Legislative Affairs Program Objectives
Upon completion of the Master’s degree in Legislative Affairs, students will:

1. Gain both theoretical and practical knowledge related to the United States Congress, general issues in the legislative arena, and how to effectively advance legislation;
2. Hone their oral and written communication skills in both theoretical and technical aspects of legislative affairs;
3. Be able to conduct cutting-edge research and engage in effective problem solving by learning critical thinking skills; and
4. Learn how to work effectively with others, the value of collaborative work, and will understand ethical issues involved in the legislative arena.

Graduate School Expectations
Students enrolled in a graduate program should take their academic responsibilities seriously and be prepared to meet the following expectations:

1. Utilize effective time management skills so as to complete and submit their assignments on their required due dates and times.
2. Have attained a mastery of written communication skills including proper sentence structure, grammar, spelling, and word usage.
3. Understand how to properly format in-text citations and references for resources and information integrated into their written assignments.

Course Description and Overview
Advancements in information and communications technology have formed an online world of networked computers colloquially referred to as “cyberspace.” The advancements that enable cyberspace provide enormous efficiencies and opportunities for continued innovation across all sectors of the economy, and government. Reliance on this technology also presents grave challenges as varied actors exploit vulnerabilities in the underlying cyber infrastructure to steal information and money, disrupt essential services, or augment military capabilities. Ensuring the security of cyberspace is a critical and growing challenge, and one of the most hotly debated areas of public policy. This course will present students with key concepts behind the evolution of United States cybersecurity law and policy, and equip students to think strategically about cybersecurity as new opportunities and challenges emerge.

Course Learning Objectives
This course will contribute to students’ ability to be effective participants in the development, implementation, and assessment of sound public policy. The skills acquired will be applicable to work in the private, non-profit, government, or multilateral sectors.
Students are not expected to be cybersecurity subject matter experts or have a background in computer programming. The objective is for students, upon completion of the course, to have sufficient knowledge to effectively communicate cybersecurity’s evolution and key concepts, as well as the contemporary public policy debates that surround it.

To accomplish this, students will be provided at the outset of class with a glossary of the technical terminology they will encounter in course materials. The true value of this seminar, however, is to supplement technical information and relevant statutory language with their real-world implications. To achieve this, students will need to think critically about cybersecurity and analyze it from the political, economic, social, scientific, and strategic perspectives.

Students will acquire the skills to evaluate and represent different sides of cyber public policy questions; to understand the larger dynamics driving the cyber debate; to develop the ability to analyze course readings – including theoretical literature – and articulate their central elements; to distill complex matters into succinct professional memoranda; and to make presentations to the class on assigned topics and engage with their fellow students.

**Course Readings**

Students may keep up with all readings, but are **ONLY** responsible for **one or two readings per class**, on an alternating basis (assigned alphabetically by surname). Specifically, students will be required to present (**no more than five minutes**) a summary of their assigned readings to the class and the reading’s relation to cybersecurity. Presentations should not be “book reports”, but rather analyses of the readings. The Professor will upload a spreadsheet to Blackboard of assigned readings for the course (**NOTE**: you may need to scroll down the spreadsheet to find your assigned reading).

**Evaluation and Grading**

<table>
<thead>
<tr>
<th>Assignment</th>
<th>Parameters</th>
<th>Due Date</th>
<th>Weight</th>
</tr>
</thead>
<tbody>
<tr>
<td>Assignment #1: Congressional Hearing Summary Relevant to Cybersecurity</td>
<td><strong>Students must select a congressional hearing:</strong> After Class 1, held on Monday, May 16, 2022 – NOT BEFORE – students must select a congressional hearing (House or Senate) on some aspect of cybersecurity held from the 112th Congress onward (effectively, the last 10 years), and write up a memo summarizing the hearing. <strong>Selections must be finalized by COB Friday, May 27, 2022.</strong> The hearing summary must include:</td>
<td>Assignment #1 due at start of class Wednesday, 6/1/22</td>
<td>35%</td>
</tr>
</tbody>
</table>
- A summary of the chairman/ranking member’s opening statement;
- A summary of questions asked by each representative/senator in attendance, and witness answers to such questions;
- Any closing statements by chairman/ranking member; and
- Any links to online information used.

[Students may include questions for the record (QFRs), answers to QFRs, and any other material submitted for the record]

Students’ selection of a hearing (not a markup) granted on a first come, first serve basis – no two students may do the same hearing.

This assignment is an exercise in straight reporting – no editorializing!!! This paper should be no more than 5 pages (2,200 words maximum) with 1-inch margins, Times-New Roman font, using 1.5 spacing.

Please put your name and email at the end of the paper.

<table>
<thead>
<tr>
<th>Op-Ed for a Member of the Senate</th>
<th>Students may select one of the two options, (a) or (b), below for Assignment #2:</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>(a) You are the cybersecurity policy advisor for a United States Senator that was not a member of the Senate when it held a vote to invoke cloture on S.3414, the Cybersecurity Act introduced by Senators Joseph Lieberman (I-CT) and Susan Collins (R-ME).</td>
</tr>
<tr>
<td></td>
<td>The hotly debated cloture vote occurred on August 2, 2012. This was a real debate, about a real bill, with real world implications, but your senator is fictional.</td>
</tr>
<tr>
<td></td>
<td>Almost ten years have passed since that vote, and your senator wants to lay out a leadership position on whether the federal government should have a stronger role in mandating cybersecurity standards for private companies. You must write a long op-ed for your</td>
</tr>
</tbody>
</table>

| Assignment due at start of class Wednesday, 6/23/22 | 40% |
fictional senator that succinctly explains the context of the debate that occurred in 2012, and the position – for or against – your senator is taking now regarding government-mandated standards.

Specifically, what are the pros and cons of federally mandated cybersecurity standards? What are the pros and cons of voluntary information sharing of cyber threats? How did Congress resolve these questions, and what is the position of your fictional senator today?

(b) You are the cybersecurity policy advisor for a United States Senator that is interested in the ambiguities that make deterrence so challenging in cyberspace.

Considering recent legislation, such as the fiscal year 2019 National Defense Authorization Act (Sec.1636, Sec.1652) and the recent Cyberspace Solarium Commission report, you must write a long op-ed for your fictional senator that examines the pros and cons of offensive cyber operations, or “defense-forward,” and how this strategy relates to deterrence.

Specifically, is it possible to have an effective deterrent without the threat of retaliation, and how does one retaliate given the difficulties of attribution, predictable response, and counterforce options in cyberspace?

This is a real, challenging, and ongoing policy debate, but your senator is fictional.

**NOTE**: regardless of your choice between (a) or (b), an op-ed should appeal to a broad audience (i.e. be easy to read), and be no more than 5 pages (2,200 words maximum) with 1-inch margins, Times-New Roman font, using 1.5 spacing.

Please put your name and email at the end of the paper.
Every student will be required to make presentations (no more than 5 minutes) of course readings to the class on an alphabetically (surname) rotating basis.

The number of readings per class never exceed 20, and the number of pages per reading varies from several pages to +100 pages; average around 20-30 pages per reading.

The professor will upload a spreadsheet to Blackboard of student reading assignments.

*NOTE:* Given time constraints, not every student will necessarily give a presentation, but all students should be prepared to give a presentation.

Presentations should not be “book reports,” but rather analyses of the readings.

As such, participation and attendance counts for one quarter of the final grade!

<table>
<thead>
<tr>
<th>Attendance and Participation</th>
<th>25%</th>
</tr>
</thead>
<tbody>
<tr>
<td>The professor will select randomly from the course readings of a given class – BE PREPARED!</td>
<td></td>
</tr>
<tr>
<td>Total</td>
<td>100%</td>
</tr>
</tbody>
</table>

Following is the grade scale for all GSPM classes:

<table>
<thead>
<tr>
<th>Grade*</th>
<th>Grading Standard</th>
</tr>
</thead>
<tbody>
<tr>
<td>A</td>
<td>94-100</td>
</tr>
<tr>
<td>A-</td>
<td>90-93</td>
</tr>
<tr>
<td>B+</td>
<td>87-89</td>
</tr>
<tr>
<td>B</td>
<td>83-86</td>
</tr>
<tr>
<td>B-</td>
<td>80-82</td>
</tr>
<tr>
<td>C+</td>
<td>77-79</td>
</tr>
<tr>
<td>C</td>
<td>73-76</td>
</tr>
<tr>
<td>C-</td>
<td>70-72 (lowest grade to pass)</td>
</tr>
<tr>
<td>F</td>
<td>Below 70</td>
</tr>
</tbody>
</table>
*Please note that you may be penalized for late submission of assignment(s).

Required Text and Learning Materials
Most readings will be available on Blackboard or via a link in the syllabus, but students will be encouraged to purchase two books for this class:


  *NOTE:* This book remains relevant because it covers so many aspects of cybersecurity, from computer protection and adversary tracing to global network architectures and computer forensics, as well as concepts relevant to the scientific method. While technology improved in the 30 years since the book’s publication, the concepts remain relevant. Students are expected to read this throughout the course of the semester and draw on it for class discussions.


  *NOTE:* Good writing is paramount in a professional environment. Good writing should be concise and grammatically correct. Strunk & White should be utilized by students to achieve clear prose, and it may be kept as a reference for good writing as careers progress.
Tentative Course Calendar*
*The instructor reserves the right to alter course content and/or adjust the pace to accommodate class progress. Students are responsible for keeping up with all adjustments to the course calendar.

Week 1

NOTE: The professor will upload a spreadsheet to Blackboard of student reading assignments.

Class 1, Monday, May 16, 2022
Course Introduction and Overview: What is “Cyber”? 

This class will introduce students to the course, including the syllabus, class readings and assignments, as well as publicly available class resources. Questions students should consider as they do these readings include: What are the pros and cons theory and practice? What are the pros and cons of specialists and generalists? What role does Congress play in setting federal policy in regard to cybersecurity? Is cybersecurity a partisan issue? What are the pros and cons of liberalism and conservatism? And, finally, a fundamental question for a course entitled “Congress and Cybersecurity”:

What is “cyber”?

• CSIS Significant Cyber Incidents Since 2006: some of the broader trends regarding challenges in cyberspace, https://www.csis.org/programs/strategic-technologies-program/significant-cyber-incidents. This timeline records significant cyber incidents since 2006. It focuses on cyber-attacks on government agencies, defense and high tech companies, or economic crime with losses of more than a million dollars.
• Deutscher, Guy, The Unfolding of Language: An Evolutionary Tour of Mankind’s Greatest Invention, Picador (2005), Introduction.

• https://library.gwu.edu/, the George Washington University Library.


• The Chicago Manual of Style Online, https://www.chicagomanualofstyle.org/home.html


NOTE: Upon conclusion of class, students may begin submitting requests for a congressional hearing they want to summarize for assignment #1.

Hearing selections granted on a first come, first serve basis – no two students may cover the same hearing.

Students have until COB Friday, May 27, 2022, to finalize their selection.
Class 2, Wednesday, May 18, 2022

Telecom 101: The Foundations of Contemporary Information and Communications Technology, and Their Weaknesses

This class will focus on the foundations of modern information and communications technology, including some of the history, technical literature, and regulatory governance, as well as inherent vulnerabilities. Questions students should consider as they do these readings include: Does the reading address the transmission of information, how information is transmitted and received? Does the reading address the storage or processing of information?

- Blum, Andrew, Tubes: A Journey to the Center of the Internet, Excerpts.
- Kingsbury, N.C., Vice President, American Telephone and Telegraph Company, Letter to the Attorney General, a.k.a. the Kingsbury Commitment (1913); and Brian Fung, “This 100-year-old deal birthed the modern phone system. And it’s all about to end,” the Washington Post (December 19, 2013).
Week 2

Class 3, Monday, May 23, 2022

What is “Science”?

This class will focus on understanding the meaning of science. On Capitol Hill, in the media, and among private groups, many will invoke the word “science” in support of their arguments. Questions students should consider as they do these readings include: What is science? How does one demarcate science from non-science? Is the differentiation between science and non-science an example of information processing? What is information processing? Does science have anything to do with cybersecurity? How has science contributed to modern technology? Is science analogous to strategy, why or why not?

- Deutscher, Guy, The Unfolding of Language: An Evolutionary Tour of Mankind’s Greatest Invention, Picador (2005), Appendix E.
• Seth, Anil, “Our Inner Universes: Reality is Constructed by the Brain, and No Two Brains are Exactly Alike,” *Scientific American* (Fall 2020).
Class 4, Wednesday, May 25, 2022

Telecom 202: Information Technology and the Revolution in Military Affairs

This class will focus on the evolution and application of information technologies to warfare, described by some analysts as revolutionary. What are the advantages and disadvantages of applying information technologies to military force? Is the revolution in military affairs nascent, ongoing, complete, or even attainable? What are revolutions? What are the catalysts and impediments to organizational changes that permit or resist revolutions? How does Thomas Kuhn’s view of scientific revolutions contrast with that of Karl Popper? What is science, and what does it have to do with technological applications to military force? How is information applied to military activities? Are science and strategy analogous to one another?

- Harris, Shane, @ War: The Rise of the Military-Internet Complex, First Mariner Books (2015), Prologue & Chapter 1: The First Cyber War.
- Mahnken, Thomas, Technology and the American Way of War Since 1945, Chapters 4, 5, and Conclusion.
Congress and Cybersecurity

– Sean Farrell


Week 3

Monday, May 30, 2022

**NO CLASS – MEMORIAL DAY**

Class 5, Wednesday, June 1, 2022

**Telecom 303: The Internet: Globalized Information and Vulnerabilities**

*NOTE: Assignment #1, Committee Memo, Due at START OF CLASS!!!*

This class will highlight more recent developments in the cyber domain, especially in regards to internet usage, its vulnerabilities, and policy debates surrounding both. The class will focus particularly on the debate that evolved from the pitched legislative battle between, on the one hand, Senators Joseph Lieberman (D-CT) and Susan Collins (R-ME) who sponsored the Cybersecurity Act (S.2105), and, on the other hand, a group of Ranking Republican Senators led by John McCain (R-AZ) who sponsored the SECURE IT Act (S.2151). This fight was multifaceted but centered on the question of how best to achieve cybersecurity outcomes in the private sector: government-mandated standards to mitigate vulnerabilities, or voluntary information sharing to mitigate vulnerabilities.

What are the pros and cons of both mandated standards and voluntary information sharing?

Additionally, as Congress debated cybersecurity during this time, the Federal Communications Commission (FCC) was taking contradictory positions on the internet and whether it should classified as an information service under Title I of the Communications Act of 1934, or as a common carrier service under Title II of the Communications Act of 1934.

What are the pros and cons of these contradictory actions by the FCC, and do they have implications from a cyber perspective?
• Kosseff, Jeff, The Twenty-Six Words that Created the Internet, Cornell University Press (2019), Introduction.
• Sageman, Marc, Understanding Terror Networks, University of Pennsylvania Press (2004), Chapter 5: Social Networks and the Jihad.
• United States Senate Select Committee on Intelligence Report to Accompany S.754, a bill to Improve Cybersecurity in the United States Through Enhanced Sharing of Information About Cybersecurity Threats, the “Cybersecurity Information Sharing Act,” S.Rept.114-32 (4/15/15).
• Various Articles I
• Various Articles II
Week 4
Class 6, Monday, June 6, 2022
What is “Strategy”?

This class will focus on understanding the meaning of strategy. Strategy is as crucial on Capitol Hill as it is on the frontlines of cyber warfare, but strategy is often misunderstood, misapplied, not applied, or just plain wrong. Questions students should consider as they do these readings include:

- What is strategy? What is grand strategy? What are tactics? What are operations? What are the differences between these concepts? Are strategy and science analogous to one another? What is science? How does Feyerabend’s view of science differ from Kuhn and Popper? Does the United States have a cyber-strategy? Is strategy applicable to the cyber domain, why or why not?


- Bilalic, Merim, and McLeod, Peter, “Why Good Thoughts Block Better Ones,” Scientific American (Fall 2020).
- Fischhoff, Baruch, “Tough Calls,” Scientific American (Fall 2020).
- Krepinevich, Andrew and Watts, Barry, Regaining Strategic Competence, Center for Strategic and Budgetary Assessments (2009).
- Schelling, Thomas, Arms and Influence, Yale University Press (1966), Excerpts.
• Smolin, Lee, *The Trouble with Physics: The Rise of String Theory, the Fall of Science, and What Comes Next*, Chapter 17: What is Science?

• United States of America, Cyberspace Solarium Commission, Washington, DC, (March 2020), Executive Summary: https://www.solarium.gov/


**Class 7, Wednesday, June 8, 2022**

**Scope of Modern Cyber Threats & Policy Responses – PART I (Hacktivists, Thieves, Iran, N. Korea)**

This class will focus broadly on multiple threats in the cyber domain from both state and non-state actors, as well as responses to such threats by the U.S. government. Questions students should consider as they do these readings include: What cyber threats do we face? How effective have policymakers been in mitigating cyber threats? Is there bipartisanship in cyber legislation? What are the prospects for further action?

_________________________


• Executive Order 13636, Improving Critical Infrastructure Cybersecurity (2/12/13)
• Harris, Shane, @ War: The Rise of the Military-Internet Complex, First Mariner Books (2015), Excerpts.
• Majority Staff Report for Chairman Rockefeller, United States Senate Committee on Commerce, Science, and Transportation, “A ‘Kill Chain’ Analysis of the 2013 Target Data Breach (March 26, 2014).
• Tassi, Paul, “How ISIS Terrorists May Have Used Playstation 4 to Discuss and Plan Attacks [Updated], Forbes (November 14, 2015).
• United States Department of Justice, Indictment of Seven Iranians in Relation to an Extensive Campaign of over 176 days of Distributed Denial of Service (DDoS) attacks, available at: https://www.justice.gov/opa/pr/seven-iranians-working-islamic-revolutionary-guard-corps-affiliated-entities-charged.
Week 5

Class 8, Monday, June 13, 2022
Scope of Modern Cyber Threats & Policy Responses – PART II (Russia & China)

This class will continue the broad focus from the previous class on multiple threats in the cyber domain but with a particular focus on Russia and China, as well as responses to such threats by the U.S. government. Questions students should consider as they do these readings include: What cyber threats do we face? How effective have policymakers been in mitigating cyber threats? Is there bipartisanism in cyber legislation? What are the prospects for further action?

• Investigative Report on the US National Security Issues Posed by Chinese Telecommunications Companies Huawei and ZTE, A report by Chairman Mike Rogers and Ranking Member Dutch Ruppersberger of the Permanent Select Committee on Intelligence, US House of Representatives, 112th Congress (October 8, 2012).
• Jeffrey Carr, Inside Cyber Warfare: Mapping the Cyber Underworld, 2nd Ed., Chapter 11.
The United States of America

This class will examine the United States of America, including its history, pivotal documents, and some contemporary challenges in the cyber domain. Questions students should consider as they do these readings include: What are the ideals the United States was founded upon, and how have these ideals shaped the country and its people? Is the concept of American exceptionalism to be embraced or eschewed? Was the so-called “unipolar” moment real or imagined? What, if any, cyber implications exist regarding contemporary partisan politics?


Class 9, Wednesday, June 15, 2022
The United States of America

- Diane Souvaine, Testimony before the Senate Commerce Committee Hearing, “Research & Innovation: Ensuring America’s Economic and Strategic Leadership,” (October 22, 2019).
- King, Martin Luther, Jr., transcript of the “I Have a Dream” Speech” (August, 28, 1963), available from National Public Radio, https://www.npr.org/2010/01/18/122701268/i-have-a-dream-speech-in-its-entirety#:~:text=sisters%20and%20brothers-,I%20have%20a%20dream%20today.,flesh%20shall%20see%20it%20together..
- Shane Harris, @ War: The Rise of the Military-Internet Complex, First Mariner Books (2015), Chapter 13.
Week 6

Monday, June 20, 2022
NO CLASS – Juneteenth DAY

Class 10, Wednesday, June 22, 2022
Artificial Intelligence, Biotechnology, Quantum Technology, and Human Evolution

NOTE: Assignment #2, Op-Ed, Due at START OF CLASS!!!

Humans have been leveraging information and applying technology to assist them since our species evolved – a number of scientific studies illustrate other animals learn techniques and pass along tools and knowledge as well. Questions students should consider as they do these readings include: Are we on the precipice of a new era ushered in by emerging technologies like artificial intelligence, biotechnology, and quantum computing? Are these emerging technologies nothing more than an iterative improvement in tools that can be traced back to the earliest days of humanity? What is the role of the United States Congress in answering these questions?

• Howard, Heidi, van El, Carla, Forzano, Francesca, Radojkovic, Dragica, Rial-Sebbag, Emmanuelle, de Wert, Guido, Borry, Pascal, and Cornel, Martina, on behalf of the Public and Professional Policy Committee of the European Society of Human Genetics, “One Small Edit for Humans, One Giant Edit for Humankind? Points and Questions to Consider for a responsible way forward for Gene Editing in Humans,” European Journal of Human Genetics (November 30, 2017).
• Lindsay, Jon, “Surviving the Quantum Cryptocalypse,” Strategic Studies Quarterly (Summer 2020).
• Lloyd, Seth, “Quantum-Mechanical Computers: Quantum-Mechanical Computers, if they can be constructed, will do things no ordinary computer can,” Scientific American (October 1995).


ker_Quantum%20Applications_RAND_RRA1482-4.pdf


• Smith, Brad, President of Microsoft Corporation, Testimony before the Senate Committee on Armed Services (February 23, 2021).


Copyright Statement

*Unless explicitly allowed by the instructor, course materials, class discussions, and examinations are created for and expected to be used by class participants only. The recording and rebroadcasting of such material, by any means, is forbidden.*